FORCE POINT VPN UZAK ERiSiM UYGULAMASI
KURULUM KILAVUZU (MACOS)

1. internet tarayiciniz ile https://sdunet.sdu.edu.tr adresine giriniz.

2. SDU Personel veya Ogrenci e-posta bilgileriniz ile SDUNET platformuna
giris yapiniz.
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3. Girig sonrasi gelen ana ekranda sol mentiden “Lisansli Yazilimlar”

menusune giriniz.
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4. Gelen ekranda “ForcePoint VPN Uzak Erisim” menustni tiklayarak
kurulum dosyalarina erisiniz.

SDUnet:
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Talep Takip ve Destek Sistemi

Adobe Creative Cloud

Ansys

Autodesk AutoCAD

ForcePoint VPN Uzak Erigim

ForcePoint VPN Uzak Erigim uygulamasina ait kurulum dosyalanna ve kurulum talimatiarina buraya tiklayarck ulagabilirsiniz

Canva

EViews

IBM SPSS Statistics ve AIMS

5. Acilan ekrandan Macos sistemler icin isaretlenmis uygulamayi indiriniz.
indirme islemi icin dosyanin ismini tizerine sag tiklayarak “indir”
tiklayiniz.
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m ForcePoint VPN Windows 10 Kurulum Kilavuzu.pdf
I0OSMOBILE_SDU Client VPN.mobileconfig

ﬁ Linux_ForcepointVPNClientLinux252.zip

MACOS_VPNClient-2.0.6.200429.dmg

Windows_8.1_Forcepoint-VPN-Client-x64-6.10.ms

Windows_8.1_Forcepoint-VPN-Client-x86-6.10.ms

Windows_10_Forcepoint-VPN-Client-6.11.1.0167 exe



6. indirilen dosyayi acarak kurulumu baslatiniz. Acilan pencerede sol tarafta
bulunan “Forcepoint NGFW VPN Client” uygulamasini sag taraftaki
klasore suriikleyip birakiniz.

[ o ] [Z) Forcepoint NGFW VPN Client

Forcepoint NGFW VPN
Client

7. Daha sonra Launchpad’e tiklayarak uygulamayi ¢ikan pencereden aginiz.

Launchpad |

Forcepoint N...W VPN Client




8. Cikan uyarida “A¢” butonuna tikhyoruz. “Accept” butonuna tiklayarak
devam ediyoruz.

“Forcepoint NGFW VPN Client”,
internetten indirilmis bir uygulama.
Onu agmak istediginizden
emin misiniz?

Vazgeg

Forcepoint NGFW VPN Client

FORCEPOINT
NETWORK SECURITY PRODUCTS
LICENSE AGREEMENT

THE FRODUCTS ARE PROVIDED ONLY ON THE CONDITION THAT LICENSEE AGREES TO THE TERMS AND CONDITIONS IN THIS
LICENSE AGREEMENT AND THE MATERIALS REFERENCED HEREIN ("AGREEMENT") BETWEEN LICENSEE AND FORCEPOINT. BY
ACCEPTING THIS AGREEMENT or by using the PRODUCTS, LICENSEE ACKNOWLEDGES IT HAS READ, UNDERSTANDS, AND
AGREES TO BE BOUND BY THIS AGREEMENT.

1. Definitions.
“Affiliate™ means an entity controlling, controlled by, or under common control with Licensce, where control is established by a majority ownership
{greater than fifty percent (30%) in or over an entity; provided, however, that the term “Affiliate” shall not nclude an entity which is a direct
competitor of Forcepoint.
“Application™ or “App™ means a third-party cloud based computing application identified at the time of Product implementation.
“Cloud Services” means Farcepaint’s branded cloud service offering, including content, updates, and upgrades thereto (but excludes products for
which Forcepoint generally charges a separate fee), if any, and any reports generated as a result of use which are made available to Licensee.
“Database” means proprictary database(s) of IPS rules, URL addresscs, email addresses, Malware, applications, analytical medels, and other valuable
information.
“Database Updates™ means changes to the content of the Databases.
“Device” or “Node™ means any kind Dl'cnmmmr electronic appliance, or device capable ol'pmcemng data, including without limitation diskless
workstations, personal computer computer homewor based systems, file and print servers,
email servers, Internet gateway devices, storage arca network servers (SANs), terminal servers or portable workstations connected or connecting to the
server(s) or network that is authorized to access or use the Products, directly or indirectly. In the case of a virtual system, each virtual machine or
instance running the Product is considered to be a Device or Node.
“Documentation” means the Product installation instructions, user manuals, setup posters, release notes, and operating instructions prepared by
Forcepoint, in any form or medium, as may be updated from time to time by Forcepoint and made generally available to Licensee.
“Error™ means a material failure of the Product to conform to the Documentation. which is reported by Licensee and replicable by Forcepoint.
“Fees™ means collectively the License Fees and the Maintenance Fees.
“Forcepoint™ means, as the context requires: (i) Farcepoint LLC, a Delaware limited liability company with its principal place of business at 10900-A
Stonelake Blvd., 3 Floor, Austin, TX 78759, LS, {ii) Forcepoint International Technology Limited, with a principal place of business at Minerva
House, Simmonscourt Road, Dublin 4, Ine]aml ar ancpnlu[ Federal LLC, with a principal place of business at 12950 Worldgate Drive, Suite 600,
Hemndon, VA 20170; or {iv) a or entity by or under the common control of Forcepoint with whom an Order has been
placed referencing this Agreement.
“Hardware™ or “Unit" means a single instance ol'cnmpmcr hmtwnt purchased from Forcepoint as described in the Order.
“License™ means the limited, personal, right to use the Software {including the Database), including
the output of the Services Dffirings, for the term set forth in the Order, in combination with the Hardware (if providsd in the Order), in nccordance with
ﬂu! Agreement and the Order.
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9. Cikan pencerede kullanici parolanizi girerek “Yardimciyi Yiikle” butonuna
tiklayiniz.
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||
Forcepoint NGFW VPN Client

Forcepoint NGFW VPN Client, yeni bir
yardimci arag yuklemeye caligiyor.

Buna izin vermek igin parolanizi girin.

User

[ Parcla ]

| Yardimery Yikle |

Vazgeg

Ana Forcepoint Vpn Client ekraninda sol alt késede bulunan “+”
butonuna tiklayiniz.

Forcepoint NGFW VPN Client

FORCEPOINT NGFW VPN Client

A secure connection - wherever you are

Ll

A VPN allows you to securely connect to your workplace
from home or when travelling.

After opening the VPN connection, your data is encrypted,
sent through a secure tunnel, then decrypted on the other
side.

Add and manage VPN connections on the panel on the left.




Cikan pencerede bulunan “Host:” bélimunia “uzakerisim.sdu.edu.tr”
yazarak “Next Step” butonuna tikliyoruz.

'.‘. Forcepoint NGFW VPN Client
FORCEPOINT NGFW VPN Client

® @ New Connection 1. Gateway Address
@  NotConnected

I Hust:‘uzakarisim,sdu.adu.trl | |

Port: 443

[ Next Step |
—

Daha sonra “Confirm” butonuna tikliyoruz.

(e Forcepoint NGFW VPN Client

FORCEPOINT NGFW VPN Client

New Connection 1. Gateway Address
Verifying certificate
Host:
Port:
2. Gateway Certificate

Confirm that the certificate fingerprint
matches the ene provided by your
administrator.

Subject: O=Forcepoint, CN=DMZ_Virtual - Primary

Fingerprint: E1:2D:5C:32:78:75:86:23:E9:4F:34:BE:
(SHA-256) 6:41:C6:F0:94:68:1E:38:76:

Reject




“User Authentication” kisminda “User Name” ve “Password” béliimiine SDU
Personel veya Ogrenci e-posta bilgilerinizi girerek “Authenticate” butonuna
tiklayiniz. E-posta bilgilerinizi tam olarak yaziniz. (adresiniz @ogr.sdu.edu.tr
veya @sdu.edu.tr eklenerek girilmelidir.)

[ ] Forcepoint NGFW VPN Client

FORCEPOINT NGFW VPN Client

New Connection 1. Gateway Address

Connected to host
Host:

Port:

2. Gateway Certificate

Confirm that the certificate fingerprint
matches the one provided by your
administrator.

Subject: O=Forcepoint, CN=DMZ_Virtual - Primary
Fingerprint: E1:2D:6C:32:78:75:86:23:E9:4F:34:BE:

(SHA-256) 1E:F4:69:65:A6:41:C6:F0:94:68:1E:38:76:
17:99:78:41:93:04:C1

3. User Authentication

User Name1 adsoyad@sdu.edu.tr

Password: esessesses

Authenticate Cancel

“Authenticate” tiklama sonrasi gelen ekranda “Status” kisminda
“Connected” yazisi gorlinecektir.

[ ] Forcepoint NGFW VPN Client

FORCEPOINT NGFW VPN Client

v SDU_Client_VPN
Connected SDU_Client_VPN

Status: Connected Disconnect

Host: I

Port: 443

SDU VPN Uzak Erisim baglantiniz bagh ve hazirdir.Baglantiyi
sonlandirmak icin sag tarafta bulunan “Disconnect” butonu tiklanmahdir.



